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•!Risk 
–!Hiring consultants and sales representatives to pursue business

 opportunities presents compliance risks under antibribery laws. 

•!Compliance Tool: 
–!Implement policies establishing specific authorities and

 procedures governing the engagement of international
 consultants and sales representatives, including: 
•! Due diligence review and approval of candidates; 
•! Use of standardized corporate agreements, including antibribery,

 right of audit and termination clauses; 

Managing Risks – International Sales
 Representatives and Consultants 

Managing Risks – International Sales
 Representatives and Consultants (Cont’d) 

•!Compliance tool (cont’d) 

•!Process (including approvals) for payments of
 commissions to sales representatives and
 retainers to consultants 

•!Special approval process for commissions
 exceeding certain thresholds and/or unusual
 payments. 

•!Requirement that all payments to be supported by
 specific documentation (reports and supporting
 receipts), 

•!Requirement that detailed books and records,
 describing all expenses, be maintained. 
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Managing Risks – Other International Third
 Party Arrangements 

•!Risk 
–!Engaging third parties (i.e., other than consultants and sales

 representatives) to pursue business opportunities in the
 global market can present compliance risks under
 antibribery laws. 

•!Compliance Tool: 
–!Implement policy and procedures governing due diligence

 before entering into business relationships with 
•!Distributors, resellers, joint venture partners, teaming

 partners, brokers, finders, subcontractors, and other third
 parties involved in international business activities. 

Managing Risks – Gifts & Hospitality 

•!Risk: 
–!Offering gifts and hospitality to foreign government officials

 present compliance risks under antibribery laws. 

•!Compliance tool: 
–!Establish policies and procedures to governing the offering of

 gifts and hospitality to foreign government officials. 
–!Set clear guidelines about when approvals must be sought and

 who is authorized to (and responsible for) approving such
 requests. 

–!Make sure expenses are properly recorded for gifts and
 hospitality.  Gift logs are a common practice (and
 recommended by auditors) to track any and all gifts. 

Managing Risks – Gifts & Hospitality 

•!Note:  The FCPA does not prohibit all gifts or
 hospitality to government officials 
–!Generally, hospitality and gifts can be extended to

 government officials if they are: 
•!Reasonable, 
•!Related to a legitimate business purpose, and 
•!Not intended to influence a government official to

 use his authority improperly to direct business or
 provide an unfair business advantage. 

Managing Risks – Gifts & Hospitality 

•!Generally speaking, you can: 
–!Pay for reasonable travel and lodging/meal expenses for government

 officials if 
•!Such expenses relate to company product demonstrations or

 contract performance activities, and 
•!The government officials can accept such hospitality under their

 applicable government laws and regulations. 
–!Provide reasonable entertainment (e.g., meals) expenses to

 government officials if 
•!Such expenses are connected to business meetings, and 
•! If the government officials can accept such hosting under their

 applicable government laws and regulations. 

Note:  No side trips , no reimbursements for family member
 expenses, no per diems (cash payments). 
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Managing Risks – Gifts & Hospitality (cont’d) 

•!Generally speaking, you can: 
–!Make charitable contributions to organizations in a

 country where you are seeking or doing business, 
•!But you need to inquire about any relationships

 between the charity and government officials. 
–!Provide low-value tangible gifts to government

 officials (e.g., marketing items with company logos,
 such as pens, caps, cups, shirts) 
•!But you need to confirm if such officials can

 accept such gifts under their applicable
 government rules and your company’s ethics
 policies. 

Managing Risks – Identifying Risk Countries 

•!Transparency International (TI) 
–!Is a global organization aimed at stopping corruption and improving

 transparency in elections, public administration, procurement and
 business. 

•!The “Corruption Perceptions Index” (CPI) 
–!TI publishes the CPI, an annual index that ranks countries in terms of

 the degree to which corruption is perceived to exist among public
 officials and politicians. 

–!It is a composite index, based on surveys of businesses and
 assessments by country analysts. 

–!The CPI 2007 ranks over 175 countries (New Zealand, Denmark and
 Finland ranked least corrupt; Iraq, Somalia and Myanmar ranked
 most corrupt) (United Kingdom ranked #13, Untied States ranked
 #20). 

•!See also http://www.tansparency.org  

Managing Risks – Identifying      
 Transactional “Red Flags” 

•!Transaction-Specific Red Flags 
–!Rumors regarding unethical or suspicious conduct

 by an employee, consultant or intermediary or by a
 government official associated with the transaction 

–!Unnecessary third parties or multiple intermediaries
 performing similar functions 

–!Sales Representative/Consultant refuses to agree to
 abide by FCPA contract clause 

–!Sales Representative/Consultant refuses to sign
 annual compliance certifications 

–!Sales Representative/Consultant refuses to allow
 audits by Company 

Managing Risks – Identifying      
 Transactional “Red Flags” (cont’d) 

•!Transaction-Specific Red Flags (cont’d) 
–!Sales Representative/Consultant has family business ties

 to a government official 
–!Sales Representative/Consultant requests that his identify

 not be disclosed 
–!Potential foreign government customer recommends the

 Sales Representative/Consultant  
–!Sales Representative/Consultant lacks the facilities to

 perform the required services 
–!Sales Representative/Consultant is new to the business 
–!Sales Representative/Consultant makes unusual

 requests (e.g., backdating invoices) 

ACC's 2008 Annual Meeting Informed. In-house. Indispensable.

4 of 31



Managing Risks – Identifying      
 Transactional “Red Flags” (cont’d) 

•!Payment-Related Red Flags 
–!Requests for commission payments to be paid to bank account

 in a third country 
–!Requests payments to a third party rather than to the Sales

 Representative/Consultant (or other convoluted means) 
–!Request for payments in cash 
–!Requests for unusually large commissions or other payments,

 or payments that appear excessive in relation to services
 rendered 

–!Political contribution request 
–!Requests for reimbursement of expenses that are poorly

 documented; false invoicing 
–!Request for an unusually large credit line 
–!Requests for unorthodox and substantial up-front payments 

The Basic Message 
•!Make sure Company employees understand Corporate
 compliance policies and procedures 

•!Make sure Company employees, particularly those likely to
 engage in activities relevant to the FCPA, understand applicable
 antibribery laws 

•!Train Company employees to be alert to situations (“red flags”)
 where antibribery problems may arise, ask questions, and raise
 any concerns to management, ethics, or compliance officials 
–!Your business partners can create liabilities, so it is important

 to conduct good due diligence, enter strong agreements and
 maintain monitoring practices 

•!Keep accurate and complete records 

Purpose of an Internal Investigation 

•!Determine facts 
–!Legal strategy 
–!Whether/what remediation needed 

•!Government will consider whether credible
 investigation conducted 

Who Conducts the Investigation 

•!Determine who will conduct the investigation 
–!Outside counsel – advantages 

•!Demonstrates objectivity and independence 
•!Resources and expertise 
•!May be better able to preserve attorney-client privilege 

–!Preliminary in-house inquiry may be followed by outside
 counsel inquiry (but be careful to preserve privilege) 

–!Other company personnel – at direction of counsel.  Upjohn
 Co. v. U.S., 449 U.S. 383, 101 S. Ct. 677 (1981) (information
 communicated to counsel by employees for the purpose of
 obtaining legal advice is privileged) 
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Investigation Plan 

•!Develop an investigation plan that includes: 
–!Definition of subject matter scope 
–!Identification of witnesses/interviewees 
–!Identification of relevant document types and

 sources 

Document Collection and Review 

•!Critical to integrity of investigation 

•!Fundamental to prepare for witness interviews 

•!Do not destroy notice 

•!Centralized collection: 
–!Electronic documents 

•! Identify all sources 
•!Forensic or not forensic? 

–!Paper documents 

•!Witnesses as document sources 

Witness Interview Preparation 

•!Know the relevant legal theories 

•!Prepare an outline of questions 

•!Review documents; identify key documents 

Interview Tips 

•!Setting 

•!Upjohn warning 

•!Start off with easy/light questions 

•!Try to ask open-ended, non-leading questions 

•!Do not threaten or promise benefits 

•!Company wants the truth – wherever chips may fall 

•!Use documents effectively 

•!One lead questioner, other responsible for notes 
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Upjohn Warning 

•!Upjohn v. United States, 449 U.S. 383 (1981) 

•!You represent the Company, not the individual 

•!The interview is subject to the Company’s attorney-client
 privilege which belongs to the Company 

•!The employee must maintain the matters discussed in strict
 confidence 

•!Information needed for counsel provide company with legal
 advice 

•!The Company may waive the privilege 

•!Purpose:  Insulate investigation confidentially and privilege;
 prevent invocation of privilege by employee contrary to
 Company decision; prevent disqualification of attorney if
 employee’s interests become adverse 

Employee Right to Counsel 

•!Statutory Indemnification 
–!Typically governed by Delaware law 
–!Company may indemnify a director, officer, or employee for

 fees, judgments, and settlements, 8 Del. C § 145 (a), provided: 
•!Acted in good faith and reasonably believed not opposed to

 corporation’s best interests 
•! In criminal case, had no reasonable cause to believe conduct

 unlawful 
–!Company shall indemnify a director or officer where the person

 successful on the merits or otherwise.  8 Del C. § 145(c). 
–!Statutory indemnification in Delaware includes “investigative”

 proceedings; at least includes government investigation. 8 Del.
 C. § 145(a). 

Employee Right to Counsel                     
 Ethical Duties 

•!Duties towards represented persons 
–!If witness is represented by counsel, communications must

 be through counsel.  See, e.g., DC Rules of Professional
 Conduct 4.2; Virginia Rules of Professional Conduct 4.2;
 Maryland Rules of Professional Conduct 4.2. 

–!Nature of duty may be different for non-legal personnel
 working for company.  But counsel conducting an internal
 investigation must abide by ethical rules governing attorney
 conduct. 

Employee Right to Counsel –                  
 Ethical Duties 

•!Duties towards unrepresented persons 
–!If the interests of an unrepresented witness are or reasonably

 may be in conflict with the company’s, the only advice you may
 give is that they seek counsel. 
•! “a lawyer shall not…[g]ive advice to an unrepresented person

 other than the advice to secure counsel, if the interests of
 such person are or have a reasonable possibility of being in
 conflict with the interests of the lawyer’s client” DC Rules of
 Professional Conduct 4.3(a). 

–!If asked by such a person, “Do I need a lawyer?” do not answer
 “No.”  Generally this is a question only their own lawyer can
 answer. 
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Employee Right to Counsel –                         
 Duty to Cooperate 

•!An employee who refuses to provide information pursuant to a
 lawful and reasonable internal investigation may be disciplined
 for failure to cooperate 
–!Discipline should be administered by HR 
–!Be aware of any limitations under applicable employment law

 or employment contract (e.g., is employment “at will” or does
 termination require “cause”?) 

–!Disciplinary action should be applied equally and consistently 
–!Particular care should be taken with respect to “whistleblowers”

 due to heightened statutory protections 

•!An employee who refuses to cooperate based upon advice of
 counsel can still be disciplined for the refusal 

Interview Memos and Investigation Report 

•!May include the following: 
–!Factual findings/documentation 
–!Summary of investigative steps 
–!Summary of interviews/information provided by witnesses 
–!Discipline/remedial actions taken 
–!Recommendations 

•!Keep in mind, the company could decide to turn these
 documents over to the government 

•!Mark privileged and state that contains attorney impressions 

•!In some cases you and client company may determine that
 keeping factual summaries and mental impressions separately is
 best course. 

Reporting Up Obligations 

•!Pursuant to Sarbanes Oxley, SEC issued certain rules of
 professional responsibility for attorneys “appearing and
 practicing before the Commission.” 17 CFR Part 205 

•!Rules establish standards for when evidence of a potential
 securities law violation – including the FCPA – must be
 reported to the company’s Board or committee thereof (such
 as Audit Committee) 

•!The rules reinforce that the issuer as an organization is the
 client 

Reporting Up Obligations (Cont’d) 

•!Chief Legal Officer 
–!Where an attorney retained to investigate evidence of a

 material violation reports the results to the CLO, the CLO is
 obligated to report the results to the Board or committee
 thereof unless the investigation attorney and the CLO “each
 reasonably believes that no material violation has occurred, is
 ongoing, or is about to occur.”  17 CFR Part 205.3(b)(6) 

–!Requires affirmative belief of no material violation if there is to
 be no report 

–!Materiality is a complex question; qualitative as well as
 quantitative 

–!A violation of the anti-bribery provision will in practice by
 deemed material. 

ACC's 2008 Annual Meeting Informed. In-house. Indispensable.

8 of 31



Reporting Up Obligations (cont’d) 

•!Investigation Counsel 
–!An investigating attorney has a duty to report up

 the ladder to the Board or a committee thereof
 if the CLO does not satisfy her reporting
 obligations.  17 CFR Part. 205.3(b)(6) 
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Staying Out of Trouble  |  As seen in the Spring 2008 GRC 360º   1

THE WORLD IS GETTING SMALLER and the 
reality of a truly global marketplace now puts the 
spotlight on less-than-honorable business practices 
that have for so long inhibited growth in the 
developing world. This is a very positive forward 
movement for growing economies. Multi-national 
corporations are driving a lot of this change, with 
not-so-little encouragement from regulators. In 
the United States, the U.S. Department of Justice 
and the Securities and Exchange Commission are 
spearheading the !ght against global corruption. The 
principal weapon in their arsenal is the U.S. Foreign 
Corrupt Practices Act. 

The anti-bribery provisions of the FCPA make 
it unlawful for U.S. persons and companies to pay 
bribes to non-U.S. government officials for the 
purpose of obtaining or retaining business. The 
FCPA also requires U.S. and non-U.S. companies 
with securities listed in the United States to meet its 
accounting provisions. These accounting provisions, 
which were designed to operate in tandem with the 
anti-bribery provisions of the FCPA, require covered 

corporations to make and keep books and records 
that accurately and fairly reflect the transactions 
of the corporation and to devise and maintain an 
adequate system of internal accounting controls. 

Regulators, lawyers and accountants have 
been sounding the alarm about the rising level of 
prosecutions under the FCPA for quite some time 
now. This is no Chicken Little situation. Enforcement 
is on the rise and FCPA violations are serious 
business for companies and executives. 

FCPA compliance is top of mind for companies 
doing business in emerging markets. Executives and 
boards are scrambling to understand just what the 
Act means to them, what they can do to address 
compliance risk, and how they can proactively 
develop programs to address concerns. While some 
are still reacting to the growing volume of warnings, 
many companies have already designed and 
implemented successful programs that effectively 
mitigate FCPA risk. These proactive policies and 
procedures serve as important examples for other 
companies. So what can you do?

It is critical also 
to communicate 
the importance 
of FCPA 
compliance to 
business unit 
controllers, 
accounts payable 
and other 
accounting 
professionals.

STAYING OUT OF TROUBLE 
The Role of a Global Anti-Corruption Program  |  BY WILLIAM HENDERSON
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CREATE AN ANTI-CORRUPTION PROGRAM
Effec t ive  compl iance  s tar t s  wi th  e f fec t ive 
communication. Words matter when designing and 
implementing an FCPA compliance program. The 
program should be couched as an “anti-corruption” 
program—and not in terms of the more legalistic and 
U.S.-centric “FCPA.”

CONDUCT A CORRUPTION  
RISK ASSESSMENT
An anti-corruption program should focus on the 
speci!c risks of corruption and bribery facing your 
company. These risks are derived from the nature 

of your operations, the degree of business with non-
U.S. government entities, your business locations and 
company size, and the regulatory environment you 
operate in. Conduct a corruption risk assessment to 
identify and prioritize these and other risks you face. 
The !rst step in building an effective anti-corruption 
program is to design and implement strategies and 
allocate resources to manage such risks. Additional 
risk assessments should be undertaken periodically 
to ensure that the program in place is meeting new 
risks and challenges as the business and regulatory 
environments change.

ADOPT A CORPORATE  
ANTI-CORRUPTION POLICY 
Develop a company-wide policy requiring 
compliance with the FCPA and other anti-
corruption laws. The overall compliance 
policy should detail how compliance will be 
achieved and address such issues as facilitating 
payments, FCPA due diligence in mergers 
and acquisitions, joint ventures, contracting 
with agents and consultants, commercial 
bribery, accuracy of financial reporting and 
audits of internal controls. The corporate 
anti-corruption policy should be approved 
by your board of directors, distributed to 
your company management, and posted on 
your internal website with other compliance-
related policies. 

References to your anti-corruption policy 
should be included in the written code of 
conduct issued to all company employees. 
Make a short and simple statement of FCPA 
requirements and of employees’ duty to 
comply. Compliance with the anti-corruption 
policy should have a prominent place in your 
company’s overall compliance regime. Setting 
clear standards, creating an appropriate tone 
at the top, educating and training, auditing, 
monitoring and implementing appropriate 
investigative and disciplinary action should all 
be part of the strategy.

CONDUCT ANTI-CORRUPTION 
COMPLIANCE TRAINING 
At a minimum, every person in a position to 
obtain business through bribery or other im-
proper means should receive anti-corruption 
compliance training. Also consider training all 
accounting and !nancial employees. Consider 
a mixture of live training for targeted and 
senior employees and web-based training for 

THE HOT ZONE

Corruption risk can be mitigated by employing elevated !nancial controls in 
high-risk areas. Here’s one way to break them down:

1. Accounting controls to de!ne requirements for booking transactions 
to increase transparency and facilitate audit and review. These include 
the creation of speci!c general ledger accounts and required posting of 
de!ned transactions. For example, all bank accounts must have a separate 
general ledger account and all gifts to government of!cials must be post-
ed to a speci!ed “Gifts-Government Of!cials” general ledger account. 

2. Cash controls to prevent unauthorized use of funds. Such Controls 
include limits on the number of bank accounts, review and closure of 
inactive accounts, limits on the number of and controls around petty 
cash accounts, access controls around checks and wires, and timely bank 
reconciliations.

3. Vendor approval process controls to prevent payments to unauthorized 
vendors, particularly as they relate to high-FCPA-risk entities, such as 
consultants and agents. Controls might require enhanced vendor approval 
and authorization processes, heightened access controls around vendor 
master databases — and additional vendor authorization sign-off proce-
dures for sales representatives, agents and consultants.

4. Transaction processing controls to ensure an additional level of scru-
tiny of high-FCPA-risk transactions and to mitigate risks of improper or 
unauthorized transactions. These could include enhanced customs invoice 
review and approval processes, enhanced review and signoff of execu-
tive time and expenses, and enhanced review of transactions with sales 
representatives and agents. 

5. Transaction monitoring controls to audit high-risk transactions. These can 
include maintenance and review of a gift log, monthly petty cash transac-
tion reports, or the use of data analytics and other system-generation re-
ports, such as payments to sales representatives or agents below approval 
thresholds or reports detailing annual spend by each sales representative.
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all employees. The training should be reviewed and 
approved by legal counsel and tailored to meet the 
company’s FCPA risk pro!le. Continually update 
the training and provide it to new or transitioning 
employees.

AUDIT FOR ANTI-CORRUPTION 
COMPLIANCE
Anti-corruption compliance audits should be 
conducted by internal audit at the various business 
units to identify any potential violations. These 
audits should occur on a rotating schedule, based on 
the relative likelihood of FCPA violations occurring 
in each of the various business units. Potential FCPA 
violations or “red "ags” uncovered in the audits are 
then reported to the legal or compliance department 
for consultation concerning further investigation. 

Internal audits have a powerful deterrent effect: 
They send a message that the senior management 
is committed to compliance. Appropriate follow-
up and disciplinary action are crucial to creating 
an anti-corruption culture. It is also important that 
persons with the relevant skill sets and training 
conduct the audits. Some companies choose to have 
internal audit team with the legal and compliance 
departments to conduct the audits. 

ADOPT POLICIES FOR RETAINING  
AGENTS AND CONSULTANTS
Create policies to govern the retention of agents, 
consultants, commercial sales representatives and 
other third parties to address the risk that such 
third parties may pay or offer to pay bribes on 
the company’s behalf. The policies could include 
mandates that the company perform FCPA due 
diligence, require a written contract with anti-
bribery representations and warranties, dictate 
periodic compliance certi!cations from the vendor 
and demand in the contract—and exercise—the 
right to audit the vendor for FCPA compliance. The 
vendor could also be required to undergo company-
sponsored anti-corruption training. These policies 
should be tied to, and at least partially administered 
through, the company’s procurement processes.

INCORPORATE INTO TRAVEL, GIFTS AND 
ENTERTAINMENT RULES
The FCPA is implicated by giving gifts or providing 
entertainment or travel to non-U.S. government 
employees. Such payments, or even offers, need to 
be carefully monitored to ensure against even the 
appearance of impropriety. A clearly stated approval 
process for such gifts and a gift log that can be 

audited are important components of a gifts-and-
entertainment policy. Any travel or lodging provided 
to non-U.S. government of!cials should undergo a 
heightened approval process.

CREATE AN APPROVAL PROCESS FOR 
FACILITATING PAYMENTS
If  your policy allows facil itating payments, 
develop a process to ensure appropriate review 
and pre-approval of all such payments, including 
analysis of their legality under local law and 
the FCPA. Facilitating payments are narrowly 
defined as payments to government officials for 
routine and non-discretionary action. If approved, 
such payments should be recorded in a separate 
general ledger account to ensure transparency. 
All authorizing documentation also should be 
retained. One risk generated by a policy that 
permits facilitating payments is employees may not 
understand the policy and misinterpret the authority 
to make facilitating payments as permission to offer 
or pay bribes. Accordingly, such payments need 
to be tightly controlled, carefully monitored and 
rigorously audited. 

Payments for travel and related expenses for 
non-U.S. government of!cials are permitted under 
the FCPA in limited circumstances when related to 
the promotion of a speci!c product or to obtaining 
a contract. Such payments only should be allowed 
with pre-approval and with mechanisms in place so 
that they can be carefully monitored and reviewed. 

DEVELOP GUIDANCE FOR  
CHARITABLE GIVING
Charitable giving guidelines also should be included 
in anti-corruption policies to ensure the charities are 
not used as conduits for bribes. All charitable giving 
should be subject to an approval process that asks 
speci!c questions related to the purpose of the gift 
and the bona !des of the organization. 

Certi!cations 
will not stop 
the deliberate 
wrongdoer, but 
the requirement 
serves as a 
continuing 
reminder of 
the manager’s 
compliance 
responsibility.
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DUE DILIGENCE FOR M&A  
AND JOINT VENTURES
Develop a policy to require speci!c anti-corruption 
due di l igence in  any contemplated merger, 
acquisition or joint venture. Statements accurately 
disclosing any past FCPA violations should 
be included in the seller’s representations and 
warranties related to the transaction or as part 
of the merger or joint venture contract. Address 
future compliance with the FCPA in the contract. 

IMPLEMENT ANTI-CORRUPTION 
FINANCIAL CONTROLS
Consider implementing specific anti-corruption 
financial controls around high-risk operations 
and processes. Focus these controls on high-
corruption-risk areas such as transactions with 
government customers, procure-to-pay, cash, petty 
cash, gifts, customs and cross-border shipping, 
executive travel, meals and entertainment. Such 
heightened financial controls are focused on 
deterring and detecting illicit payments and can 
be a critical firewall in avoiding FCPA books and 
records violations. 

Anti-corruption controls include accounting 
controls, controls for bank accounts and cash, 
vendor approval  processes and transact ion 
processing and monitoring (see The Hot Zone, 
page 16). It is critical also to communicate the 
importance of FCPA compliance to business 
unit controllers, accounts payable and other 

account ing profess ionals . Provide  spec i f ic 
guidance to ensure accounting professionals 
are on the lookout for red flags. Be clear about 
how cer ta in  expenses  should  be  recorded. 
Develop a specific strategy for communicating 
anti-corruption requirements to key financial 
report ing and accounting personnel . These 
communications should be part of a controller’s 
manual or other accounting policies and should 
be discussed at meetings and in training sessions. 

EMPLOY AN ANTI-CORRUPTION 
COMPLIANCE CERTIFICATION PROGRAM
Many companies have formal programs to certify 
and re-certify senior employees regularly on 
FCPA compliance. Certifications will not stop 
the deliberate wrongdoer, but the requirement 
serves as a continuing reminder of the manager’s 
compliance responsibility. Certification processes 
also may identify issues that otherwise might 
not have surfaced. A specific certification of 
compliance with the company’s anti-corruption 
policy could be included as part of an existing 
business conduct certification program.

STAY OUT OF TROUBLE
No compliance program, no matter how expensive 
or extensive, can provide absolute assurance of 
compliance. An effective anti-corruption program 
will positively effect a company’s culture and 
deter wrongdoing, make non-compliance far less 
likely and, in the unhappy event of a violation, 
more favorly position your company for potential 
dealings with regulatory authorities. Be mindful 
that one byproduct of the increased rate of 
corporate prosecutions and settlements has been 
a dramatic increase in criminal prosecutions of 
executives. For executives, the risks are real and 
not just about money. These leading practices 
can provide a good starting point and useful 
benchmark as you begin to think about how to 
do business globally while keeping your company, 
and especially your people, out of trouble. 

WILLIAM HENDERSON, A CPA AND FORMER 
FEDERAL PROSECUTOR, IS A PARTNER IN THE FRAUD 
INVESTIGATION & DISPUTE SERVICES PRACTICE OF 
ERNST & YOUNG LLP. CONTACT BILL AT WILLIAM.
HENDERSON@EY.COM. 

The views expressed herein are those of the author 
and do not necessarily re!ect the views of Ernst & 
Young LLP.

CREATING AN ANTI-CORRUPTION PROGRAM

The Checklist
! Conduct a corruption risk assessment. 
! Adopt a corporate anti-corruption policy.
! Integrate anti-corruption into your overall corporate compliance 

program.
! Implement anti-corruption training.
! Audit for anti-corruption compliance.
! Adopt special policies for retaining agents and consultants.
! Incorporate anti-corruption policy into employee travel, gifts and 

entertainment rules.
! Create an approval process for facilitating payments.
! Develop guidance for charitable giving.
! Incorporate anti-corruption procedures into mergers, acquisitions 

and joint ventures due diligence.
! Implement anti-corruption !nancial controls.
! Employ an anti-corruption compliance certi!cation program.

!

Recent media reports highlight a number
of significant business transactions gone

awry, with the collapse of Sallie Mae’s sale
to JC Flowers – the most recent failed mega
buyout. In September, the KKR and Goldman
Sachs deal for Harman hit the rocks. As this ar-
ticle went to press, The Wall Street Journal re-l
ported Cerberus citing “poor conditions in the
debt markets” for its withdrawal of a proposed
$6.2bn purchase of Alliance Computer.

Notwithstanding recent market tumult, stra-
tegic and financial buyers remain active across
the US and Europe. Recently, financial markets
saw a piece of Home Depot taken private at a
valuation 17 percent lower than expected, and
then witnessed KKR significantly restructure
its bid for First Data. The re-priced transactions
seemed to suggest a step back toward rational-
ity and reasonable purchase prices, attended by
a necessary caution about debt levels.

The prevailing mood still seems to be to get
good deals done. Fundraising is at historic
highs, the amount of capital pouring into pri-
vate equity funds in Europe has even outpaced
that in North America during the last two
years, and hedge funds continue to grow in
both markets.

The size of private equity war chests alone
seems to ensure that acquisitions continue at
their present rate into the foreseeable future
– even if at multiples slightly less inflated
than recently. With more opportunity to wring
financial value and strategic advantage out of 
less mature European markets, strategic in-
vesting will arguably move faster in Europe
than in the US.

Just as debt financing set the tone in the past
few years, supporting ever higher purchase
price multiples and driving the perception that
values would continue to increase, the recent
pullback in debt augurs a different concep-
tion of risk and reward. As purchase price 
multiples fall, leverage and risk profiles also
change. It becomes all the more pressing for

both financial and strategic buyers to deter-
mine acquisition value.

Investors are increasingly aware of factors
that diminish acquisition value post-close.
Principal among these are fraud, corruption,
and the failure of an acquired business to com-
ply with key regulations governing financial
conduct, financial controls, and reporting.

The discovery of fraud or a serious regula-
tory violation after closing is one of the fast-
est ways to lose value after an acquisition, and
potential losses can exceed the original invest-
ment. For a strategic buyer, fraud and/or illegal
acts pose a barrier to operational efficiency and
can be an expensive drain on resources. For a
financial investor, it not only erodes the ongo-
ing Internal Rate of Return, but can also savage
realisation on an exit.

Mitigating fraud losses or helping a company
come into compliance can be expensive, tying
up resources in investigations, compliance au-
dits, financial restatements, or litigation after
the close. In some cases, corruption takes years
to combat, involving wholesale changes to
business practices, revamped communications,
and implementation of rigorous procedures for
internal audit.

Globalised business and the resulting flow of 
capital across borders make assessing the risk
of fraud and illegal acts more pressing in the
period leading up to a transaction, especially
where subsidiaries or business units operate in
economies with less developed regulatory stan-
dards or where enforcement is historically lax,
such as in Brazil, Russia, India, and China. The
risk is heightened as calls for more regulation
increase, especially of the hedge fund sector. It
has become all the more important to manage
fraud and regulatory risk before investing.

In short, the exposure of fraud and the re-
cently heightened focus on it have altered deal
dynamics – investors are more sensitive to
fraud’s serious potential to damage the value
of the business. Buyers are not the only ones

at risk. Sellers must understand their company
fully, including the implications of past busi-
ness practices in an operating unit to be spun
off. If nothing else, a forensic investigation
alerts both sides to potential problems. In the
best case, the two sides resolve a problem be-
fore damage is done or disputes can occur. A 
disciplined, comprehensive approach to foren-
sic due diligence has become a prerequisite,
before the buyer and seller sit down at the
closing table.

For a global company involved in an acqui-
sition, the US Foreign Corrupt Practices Act 
(FCPA) is at the forefront of compliance risk, 
as enforcement of FCPA has become increas-
ingly stringent.

!"#$%#&!'($#) '%%*+%

!"#$%&$ '%() %& "*+#%(%,%-& .#/ .%0%$/&*/ 1 ,2/ 2%../& ./"0 )%00/'3
!"#$%&'#()#*+,-'#&'.#/(+/-("#+)#0-*12$

!"#!$%& ' () !"#"$%"& '(() ' ***+,-./.0-12*3245*-51+036

!"#$#%"&'
!"#$%!&%'!"#$"#%&'!"#$#%&()&'**(+')!'

!" #" $"%&'(")$"*
+,$'$ &"-(')#*&("
'$.#'/&". -'#0/ #"/
1()23&#"1$ '$3#*$/
$42(50'$ ,#5 5( )01,
2(*$"*&#3 %#30$6 # 2'(2$'
-('$"5&1 #"#375&5 1#" 8$
%&*#3 *( #1,&$%&". /$#3
5011$559

ACC's 2008 Annual Meeting Informed. In-house. Indispensable.

25 of 31



r .

!"#$%&'(#")(*

FCPA enforcement in the US is only part of 
the risk. Efforts to enforce anti-corruption stat-
utes have become increasingly pronounced in
Europe and Asia. International accords such 
as the Organisation for Economic Coopera-
tion and Development (OECD) Anti-Bribery
Convention, the UN Anti-Corruption Con-
vention, the Council of Europe Criminal Law
Convention on Corruption and other similar 
initiatives and regulations have strengthened
the framework to deter and prosecute fraud. In
other cases, countries have updated their own 
domestic statutes and enforcement apparatus.

Corruption is particularly difficult to pin-
point and prevent. But certain specific actions
of employees or characteristics of a company’s
business may be indicators of FCPA compli-
ance risk. Companies with operations in
emerging markets will benefit from forensic
due diligence, as will those with public sector 
contracts or poorly documented consultancy
and other professional services agreements.

Other conditions that heighten FCPA risk in-
clude contingent sales commissions, excessive
travel, gift, entertainment or miscellaneous
expenditures, and operations in industries 
such as construction, service, manufacturing,
and other highly regulated industries. Condi-
tions to consider also include: the history of 
incidents or significant allegations of bribery 
or corruption; financial results in one or more 
countries or operations that are starkly out of 
line with expectations historical benchmarks,
and/or the results of competitors; Transparency
International (TI) corruption perception rating
for country; use of third party intermediaries,
such as brokers, agents, distributors, consul-
tants, etc.; group/institutional sales; ownership
structures and/or newly acquired operations;
high growth areas, including expanded opera-
tions or licensing agreements; the culture and 
commitment to compliance of the business and
its operating units; financial controls; and past 
audit findings and the frequency of internal
audits.

When assessing these factors, the team con-
ducting FCPA due diligence would assess the
occurrence of past violations, and seek to as-
sess the possible impact of increased compli-
ance oversight or enforcement. This includes 
assessing and quantifying risk, identifying red
flags, and developing – even if only in thumb-
nail – a post-close compliance program.

FCPA non-compliance is one risk that can
negatively impact transaction value. Others in-

clude regulations about competitive practices, 
rules governing international trade, industry 
specific rules and regulations, and local coun-
try and EU regulations.

As the movement to internationalise financial
reporting standards and accounting practices
gathers steam, the impetus to share best prac-
tices for safeguarding shareholders is likely to 
accelerate.

A history of non-compliance should be of real
concern to the buyer, as the acquirer assumes
the risks of the target’s less desirable history
and/or inadequate anti-fraud and corruption
policies. The new owner may also be held li-
able for not dealing swiftly and appropriately
with these issues at the time of acquisition.

Justifiably, the party planning an acquisition
will be concerned about the costs of due dili-
gence, but these expenses need not be inordi-
nate. While a detailed pre-acquisition review
of exposure to fraud and regulatory compliance
risk will contribute to the cost of due diligence,
it will prove far less expensive than achieving 
compliance after the fact. A forensic due dili-
gence investigation allows a buyer to evaluate
potential future loss in value resulting from in-
appropriate or illegal business practices, based
on identified revenue streams that rely on such
business practices.

In conducting pre-acquisition forensic re-
view, the acquirer can see three benefits. First,
they learn in advance what obligations, liabili-
ties, or operating issues they could assume
post-acquisition, and what steps need to be
taken after the transition to achieve compli-
ance. This helps anticipate costs and may also
provide something of a regulatory ‘safe har-
bour’ – a good faith conversation with regu-
lators about findings may stand the company 
in good stead as it moves to full compliance. 
Second, limited partner investors in a private 
fund can take comfort that the due diligence
considered risks beyond the balance sheet and
income statement. Third, in the event fraud is 
uncovered, acquirers have increased leverage
in unwinding potential acquisitions.

Corruption is particularly challenging to
investigate because of the generally limited
evidence within the company itself. During an 
acquisition, forensic due diligence must pro-
ceed on a timeframe that does not threaten to 
derail the deal.

For these reasons, a simple process is best.
Two areas are particularly relevant: first is
having proven investigative interviewing tech-

niques and adequate software and methodolo-
gies for investigating electronic data, email in
particular. If these are not rigorous, the investi-
gation is unlikely to be effective in discovering
inappropriate practices.

To facilitate efficient review, the buyer 
should embed a team of forensic profession-
als within the financial and tax due diligence
teams, so that forensic procedures are woven 
into the process and conducted concurrently
with that work. Depending on the sensitivity
of the situation – especially where there is high
likelihood of exposure to fraud or regulatory
risk – the forensics team may or may not be 
identified to the target by the buyer.

At a minimum, the forensic review will:
scrutinise historical fraud or incidents of non-
compliance; analyse and read fraud awareness
programs and hotlines; test accounts with high
levels of management discretion, such as re-
serves and accruals, related-party transactions,
travel and entertainment expenses, consulting
expenses, and other discretionary spending; 
test controls on areas such as cash disburse-
ments, cash receipts, segregation of duties, 
signatory authorisations, and journal entry ap-
proval; and discuss audit procedures, report-
ing, and results with the target’s independent
accountants and, where possible and neces-
sary, with internal audit.

The final product is a detailed report that 
considers actual, likely, and conceivable ex-
posures. Depending on the buyer’s require-
ments, the report could be integrated into the
results of traditional due diligence and, in the
case of a financial investment, made available
to investors as part of full disclosure. When 
circumstances warrant, it can be delivered to 
the acquirer confidentially as a stand-alone
report.

In either case, the benefits of forensic due 
diligence are manifest. The buyer receives a 
report on compliance risks and possible ex-
posure to fraud, including a roadmap for en-
hancing controls, addressing operational risks,
and corrective measures to be taken post-ac-
quisition. In an environment where informa-
tion regarding fraud and compliance related
exposure has so much potential value, a proper
forensic analysis can be vital to achieving deal
success.  
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Editor: The Foreign Corrupt Practices Act
(“FCPA”) continues to be a significant
enforcement priority for both the U.S.
Department of Justice and the Securities
and Exchange Commission. Please
describe Ernst & Young’s FCPA practice.

Sibery: I agree with your comment about the
FCPA continuing to be a significant enforce-
ment priority. We have seen increased
demand for services in that area, and not only
in the traditional reactive role of investigat-
ing these allegations or concerns. We have
also seen more activity in the area of M&A
and more proactive steps in terms of risk
assessment and training as it relates to FCPA. 

We have an internal group of profession-
als who focus on FCPA matters. We currently
have people all over the world working on
these assignments. We also have an extensive
international network of Ernst &Young fraud
investigators who work with us. A large num-
ber of our investigations involve both U.S.
forensic accountants as well as forensic
accountants from the country in which we are
working.

Editor: Do you work with corporate coun-
sel and outside counsel on these issues?

Sibery: In most cases, we are part of a team
that includes in-house counsel, outside coun-
sel and internal audit. When we are called in
to help with FCPA risk assessments, we may
work only with in-house counsel and the
internal audit function. 

Editor: Are there any special characteris-
tics to the current FCPA environment?

Sibery: The biggest
emerging issue we are
seeing is that many
more companies are
taking additional steps
to raise awareness of
the importance of com-
pliance with FCPA
among their global
employees, to assess
whether they have the
proper controls in
place going forward and to provide training
as to how employees should react if an FCPA
compliance failure should be detected. They
are not waiting for an event to happen and
then improvising a response. We are also see-
ing that kind of proactive thinking when a
company is considering an acquisition. Com-
panies will ask us to assist at an early stage of
their acquisition discussions to consider the
FCPA issues that could be a deal blocker. 

Editor: What do you see are the challenges
for general counsel?

Sibery: The burden of FCPA compliance
often falls squarely on the shoulders of the
corporate counsel group, but it is also impor-
tant to have the appropriate coordination and
involvement of other groups like internal
audit and the compliance group – often rep-
resentatives from each of these groups make
up the membership of an FCPA working
group. For example, the corporate counsel
may make sure appropriate FCPA-related
code of ethics and training programs exist.
The internal audit function may focus on
incorporating detection of violations in their
internal audits and also take into account any
issues previously detected. The corporate
compliance group focuses on making sure
that any issues are being reported, tracked
and monitored. 

Editor: What is Ernst & Young’s role?

Sibery: We are often engaged because of our
previous knowledge and experience in FCPA
matters. We have a number of partners and
staff here that have been focusing on FCPA
investigations, training and risk assessments.
We have gained considerable experience as a
result of working with many companies –
small and large – in a wide range of busi-
nesses all over the world. We may be brought
in by any of the groups making up the FCPA
working group I just mentioned. But in most
instances in-house counsel brings us in to
help them assess the risk, implement new
procedures or investigate problems – our par-
ticipation is particularly valued in locations
where companies do not have extensive
resources. 

Editor: What would your role be in the
risk assessment process?

Sibery: FCPA risk assessments are becoming
more and more popular for companies to con-
sider. Companies are trying to stay ahead of
the curve in the compliance area. With FCPA
being a hot area right now, companies are try-
ing to consider the risk areas they have and
what they can do to stay on top of monitoring
any problems. 

Our role is to help companies ask the right
questions. While we bring to the table the
special insights our training and experience
provides, in-house counsel and other mem-
bers of a company’s management team have
better knowledge of the company. We work
hand in hand with in-house counsel to go
through a risk assessment exercise. We may
also be asked to help them implement spe-
cific training or do risk assessments on a
country or regional basis.

FCPACompliance: How Accounting 
Professionals Can Help

www.metrocorpcounsel.com
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accounting issues that may relate to an FCPA
compliance failure. Another valuable tool is
the increasing practice that some companies
follow of getting subcertifications from offi-
cers of affiliates throughout the world to sup-
port the certifications required under
Sarbanes-Oxley. In connection with these
subcertifications, some companies encourage
employees to note any areas of disagreement
or issues that trouble them – this process can
bring to light FCPA issues. 

Editor: How can you help prevent FCPA
compliance failures?

Sibery: A large part of our business is con-
ducting investigations. However, we are
being asked more and more to assess FCPA
compliance programs and advise with
respect to improvements. 

Editor: What about the treatment of facil-
itating or “grease” payments? 

Sibery: For the most part companies have
strict rules about “grease” payments, includ-
ing very detailed approval steps that must be
followed. Typically, if there is any question,
the legal department will make the decision
on the appropriateness of a payment. Compa-
nies are making employees aware of the cir-
cumstances in which such payments can be
made by giving them examples of proper and
improper facilitation payments. However, we
are seeing fewer facilitation payments being
made – perhaps because of uncertainties with
respect to their legality.  

Editor: Are you involved in helping com-
panies benchmark how other companies
are handling FCPA compliance?

Sibery: We are often asked by corporate
counsel to help them assess how they are
handling FCPA compliance as compared to
other companies. Given our FCPA focus, we
have seen the standards and methodologies
used by a large number of companies. While
we can’t share specific information due to
confidentiality, we can share the trends
across similarly situated companies. Audit
committee members are also eager to know
how their company’s FCPA compliance pro-
gram measures up against those of its peers.
We look at specific areas such as tone at the
top, organization of the compliance function,
reporting relationships, risk assessments,
employee training, monitoring compliance,
hot lines, etc. 

Editor: Where does FCPA fit into Sar-
banes-Oxley?

Sibery: The SEC is responsible for monitor-

Editor: How can your services be helpful
to general counsel? 

Sibery: One of the areas in which general
counsel look to us for help is in providing
them with additional insight into what is
going on in operations that may be geograph-
ically distant from the general counsel’s
office, or where there are cultural differences
that may complicate FCPA compliance. Our
services have been particularly useful to the
general counsel in organizations where they
have limited contact with inside counsel at
the foreign affiliate. Given the FCPA and
Sarbanes-Oxley, we have seen a trend toward
general counsel’s maintaining stronger rela-
tionships with in-house counsel of foreign
divisions and subsidiaries. 

In many FCPA investigations it is advan-
tageous to use a joint U.S.-local team. This
provides the benefit of involving U.S. practi-
tioners who are familiar with the FCPA and
the current DOJ and SEC enforcement envi-
ronment. We are frequently invited to partic-
ipate in these teams. Our people have an
understanding of the expectations of the
FCPA regulators. We are also able to bring in
professionals who are in tune with the area
that is being investigated – who know the
language and can provide insights about
local practices. 

Editor: Tell us about FCPA compliance
related services that you provide?

Sibery: We are being asked to assist with
FCPA training programs and risk assessment
profiles. We are also helping to devise inter-
nal audit programs or compliance programs
that can help companies better prevent and
detect FCPA problems. At times, we find that
companies may have well thought out and
mature codes of ethics and training pro-
grams, yet they may not have focused as
much on monitoring the adherence to those
policies. We are often brought in to develop
ways to improve the implementation of their
programs. Through that work, we are in a
better position to keep general counsel
informed about compliance best practices. 

Editor: What steps should a company take
to assist you in tracking accounting abnor-
malities that might reveal an FCPA prob-
lem?

Sibery: It is important for the legal depart-
ment to be connected at the local level. It can
also be helpful to have a uniform accounting
system that provides transparency to the
transactions at the local level. Multiple
acquisitions make it more difficult to main-
tain such uniformity. A system with local
transparency helps us more easily identify

ing and enforcing the accounting provisions
of the FCPA. FCPA compliance is an impor-
tant element that must be considered by the
CEO and CFO when they comply with the
certification requirements of Sarbanes-Oxley.  

Editor: What provisions of the FCPA are
most likely to involve the DOJ?

Sibery: The bribery provisions are of great-
est interest to the DOJ. The SEC takes the
lead in going after violations of the books and
records and internal control provisions. We
have seen a close working relationship
between the DOJ and SEC on FCPA issues.
The DOJ is out talking about the FCPA – and
so is the SEC. 

Editor: Why is pre-M&A FCPA due dili-
gence a hot issue?

Sibery: News stories and enforcement
actions about M&A transactions that have
stalled because of concerns about the FCPA
compliance status of acquisition partners
have attracted a lot of attention. People have
become concerned about the adverse public-
ity that can be generated if an acquisition
partner has FCPA violations – and about suc-
cessor liability. The due diligence teams in
which we participate are aware of this. For
this reason, we are frequently asked to inves-
tigate red flags that may be raised during the
due diligence process. 

Editor: Are you seeing training programs
dealing with FCPA and other controls
being implemented by an acquired com-
pany?

Sibery: Absolutely. FCPA is part of the inte-
gration process. Issues like proper translation
of FCPA policies and training programs into
the local language rank high on the list of
things to do. We have people in many loca-
tions who can help. We often work closely
with a company to help it design and imple-
ment an FCPA training program for an
acquired company, no matter where in the
world. Sometimes it requires us to train the
trainers as opposed to being outsourced as
trainers. 

Editor: If an FCPA problem is discovered,
how should a company deal with it?

Sibery: The company should find out what
really happened and the extent of it. Even
more important is making sure that the activ-
ity is stopped if not appropriate. Every FCPA
compliance violation should be investigated
to determine why it happened and what can
be done to stop it from happening again.
Remedial steps may be advisable even before
the initial investigation has been completed. 
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Editors Note: In advance of the 2007
Global Compliance Conferences in New
York City and Livingston, New Jersey,
organized by Eversheds in collaboration
with MCC and ACC’s New York and New
Jersey chapters (Oct. 17 and 18, see p.
22 for more info), we asked select con-
ference speakers a few questions. Each of
the speakers that participated in the dis-
cussion leads either a compliance or a
legal function for a major global com-
pany. We hope you will find valuable
guidance in their sage advice. 

Editor: What, in your view, are the
most pressing issues today for corpo-
rate law departments and compliance
functions for companies like yours,
regarding implementation and assur-
ance of adequate global compliance?

Carr: The FMC Legal Team helps main-
tain and align the ethical compass of the
company and, in doing so, protects and
promotes our values which are among
our most important assets. We are merely
one part of what must be a holistic, enter-

prise-wide approach. Setting, communi-
cating and reinforcing the “tone at the
top” view on ethical behavior and appro-
priate business conduct appropriately are
probably the most important issues. 

Cultural sensitivity is critical for those
of us that operate within a large multina-
tional organization. While there is usu-
ally broad agreement on “doing the right
thing,” there is often a lack of clarity
around what precisely that means in
diverse contexts and cultures. We must
take care to avoid overly legalistic or
nationalist precepts and instead focus on
the basic values those precepts and our
company’s culture reflects. Perhaps most
important, the legal team cannot in and
of itself ensure global compliance – but
we can and should act as a guide to help
our businesses exercise judgment, assess
impacts and consider the effects of their
actions.

Gilbert: My list is as follows:
(a) Culture. Working with the man-

agement of the business to make sure
that ethical and lawful behavior is seam-
lessly embedded in the way that the firm
does business rather than externally
imposed;

(b) Globalization presents a number
of challenges for a compliance depart-
ment. These include developing an ade-
quate but efficient compliance
organization to keep track of the regula-
tory requirements and address the needs
of regulators in many jurisdictions;
addressing and resolving conflicts of
law; and implementing uniform global
standards that are tailored to local busi-
ness structures, products and regulatory
requirements. 

(c) Risk assessment. Corporations

need to understand proactively their com-
pliance-related risks by regularly engag-
ing in a comprehensive risk assessment
that follows a reasonably rigorous
process that encourages candid discus-
sion about risks and how to mitigate
them.

(d) Communication and learning. It is
always a challenge to find fresh, effective
ways of reinforcing fundamental values
and teaching colleagues how to spot
compliance issues and to address them. 

(e) Monitoring and measuring. Moni-
toring allows an organization to under-
stand how well controlled its risks are
and to make informed judgments about
where it should spend its resources to
minimize risk. It is a challenge to deter-
mine what to measure, how to do it, and
how to report the results in a way that
stimulates action rather than fosters
bureaucracy.

(f) Investigation. When an allegation
of misconduct is made, it needs to be
investigated and, if the allegation is sus-
tained, appropriate remedial action must
be taken. In the era of email, investiga-
tions can be enormously costly, disrup-
tive, and time-consuming. The amount of
investigation that may be required is
often a judgment call.

Sibery: Companies are being much more
proactive. We are seeing increased activ-
ity both in risk assessments on the front
end of compliance implementation and in
monitoring efforts. Risk assessments are
being used to highlight areas that may
need additional focus or simply to make
the best use of limited resources. Moni-
toring is becoming even more important.
Many of our clients have excellent com-
pliance programs that include detailed

Roundtable: Is Your Global Compliance
What It Should Be?
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pressures are real and making the case
for investment in compliance spending
can be a challenge. Until a company has
suffered the impact and potentially high
costs of a compliance lapse, the focus
must be on an investment to avoid some-
what speculative costs and reputational
risk. 

Gilbert: Most of our compliance
resources are deployed at the operating
company level. A small corporate team
with expertise in particular areas is lever-
aged for the whole company, and centers
of excellence at the operating company
level also provide services for the whole
company. We work closely with the legal
organization and our internal audit staff.

Kim: Compliance officers have to be
able to leverage across the assets and
resources of a company to address cer-
tain needs. Beyond that, however, line
managers themselves have to view and
be held accountable for ensuring compli-
ance within their business unit. This not
only helps company-wide compliance
efforts scale efficiently, when compli-
ance is owned by individuals within the
business, it is much more likely to
become a part of the culture of the com-
pany and in turn to be successful.

Sibery: Cost is always a significant con-
cern when we assist a company with a
compliance project. Often on global pro-
jects we use our international network to
assist on a region-by-region or country-
by-country basis. While we may have a
core team working with the compliance
department at headquarters, we can
increase the efficiency and lower the
overall costs by using professionals with
local knowledge and experience.

Winter: The basic processes that support
compliance cut across industry or size
boundaries, but the way you implement
those processes is going to be uniquely
determined by your company’s infra-
structure, organizational structure,
resources, and beliefs. At our company,
the approach is to leverage our internal
resources by partnering with business
functions such as legal, internal audit,
and human resources. That allows us to
create a program tailored to who we are
as a company, and selectively use exter-
nal resources to support our compliance
program where needed

policies and training but are lacking in
their monitoring of those policies. Com-
pliance-specific reviews testing the ade-
quacy of the compliance program are one
of the tools used to help increase global
compliance.

Winter: It’s probably the same challenge
that many business functions face: share
of mind of employees. You’ve got to find
ways to keep the idea of compliance and
self-governance in people’s minds as
they go about their daily work. The issue
is not only keeping the general idea of
good business ethics in employees’
minds, but finding a way to reach out to
specific groups of employees with com-
munications, training, etc. that is relevant
for their job in their part of the world.  

Editor: An effective program of educa-
tion, controls and reporting to ensure
compliance with laws and regulations
globally costs a lot of money. What
resources do you draw on most to
implement global compliance, and
how do you respond to the inevitable
cost pressures?

Carr: Unfortunately, a company can
spend vast sums without having any
impact on fostering and maintaining an
ethical and compliance culture. So it’s
not all about the money. We need only
look at recent history to see that playing
out in the U.S., the EU and elsewhere.
Similarly, a very effective program can
be done with internal resources, off the
shelf or free content and very little mon-
etary spend. Of course, those “soft costs”
are very real. 

The key is matching a program with
one’s culture, industry, and value system.
In our case that means a multifaceted
approach where we use every opportu-
nity to educate and reinforce those val-
ues, learn from and leverage our
experience and address issues if they do
arise. Those include: codes of conduct,
communication programs, hands on/in
person training sessions, webinars, on-
line issue specific and targeted training,
email blasts, individual certifications,
annual top down compliance reviews,
quarterly financial representation letters,
internal and external audit, hotlines,
internal and external investigations,
remedial measures and a vigorous after
action approach to foster continuous
improvement. That being said, budgetary

Editor: What are the areas of global
compliance that Boards of Directors
are most attuned to today, and what
are the areas where they perhaps
should increase their focus?

Carr: The two areas I see are interna-
tional operations and internal financial
controls. I think the area that merits the
most attention is making sure there isn’t
too much of a focus on checklists and
procedures and a failure to identify a
broader issue while counting grains of
sand.

Gilbert: I find that the focus of a Board
of Directors varies by jurisdiction, indus-
try and the company’s immediate experi-
ence. A Board of a UK financial services
company, for example, is very focused on
the FSA, its principles, rules and current
areas of focus. Boards in sectors that
have been through some regulatory tur-
moil have had to focus on the issues that
generated the regulatory response. In
general, Boards should make sure man-
agement is proactively identifying com-
pliance risk and taking the steps to
mitigate those risks. In the U.S., I think
Boards are moving beyond focusing on
Sarbanes-Oxley and are looking more
broadly at enterprise risk.

Kim: Across businesses, Boards of
Directors have paid much attention in
recent years to issues relating to conflicts
of interest and misuse of company assets
and information, and rightly so. Looking
forward, however, companies should be
attuned to the risks that are accentuated
from ever-increasing globalization.

Sibery: In recent years we have seen a
focused interest by Boards of Directors
on bribery and corruption. Given the
increased FCPA enforcement, news items
such as the U.N. Oil-for-Food scandal
and information provided by groups such
as Transparency International, this hasn’t
been much of a surprise. Boards have
started to ask more questions and have
been involved in increasing the focus on
strengthening the global compliance
function

Editor: What are the job conditions or
requirements that you would suggest
for any colleague taking on global cor-
porate compliance responsibilities?
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Carr: First, there must be a clear under-
standing of the company’s core values
and commitment to acting ethically and
in compliance with those values and
legal requirements. That requires an
assessment of the company’s senior man-
agement to the tone at the top insistence
on not just “talking the talk but also on
walking the talk.” Second, is knowledge
coupled with the independence and free-
dom to fulfill the demands of the func-
tion. 

Knowledge requires access to deci-
sion making venues and inclusion in
processes to make sure compliance and
risk considerations are acknowledged
and appreciated. Independence manifests
itself in many aspects of the job includ-
ing: access to the board, reporting
directly to the CEO or perhaps the GC,
coordination and cooperation with inter-
nal and external auditors, and control
over counsel and advisors. Third, there
must be a commitment of appropriate
resources – human, organizational and
monetary – to accomplish the clearly
stated and agreed goals and mission of
the function. If one or more of those
three legs are lacking, then I’d counsel
running, not walking, away.

Gilbert: The chief compliance officer
can be most effective if he or she has
independence and reports to the CEO and
to the Board. The compliance function
needs to have adequate resources, i.e. its
own budget, and must maintain a collab-

orative, close working relationship with
other key functions, such as the legal
organization, human resources, and the
finance organization (particularly inter-
nal audit).

Kim: Anyone considering heading up a
compliance function should spend time
ascertaining the views of the executives
and the Board of Directors regarding the
ultimate ownership of the company’s
compliance program. Are they truly
engaged and understand that they have
personal responsibility on a macro level
and that on an everyday operational level
each employee has responsibility to man-
age the affairs of the company in a way
consistent with the company’s agreed
values and principles? Is compliance
integrated into the company’s opera-
tional business or is it viewed as some-
thing ancillary? Any compliance officer
will need the support of executives and
the Directors who understand that com-
pliance is not a hindrance to business, but
rather a manner in which a well-run busi-
ness operates and is a key to long-term
success.

Editor: In what ways have you found
outside counsel to be most helpful in
the global compliance function, and in
what ways the least helpful?

Kim: Outside counsel can be most useful
to corporate compliance officers by
drawing upon the experience they have

obtained assisting other clients across
industries in formulating the specific
advice they render to a particular client.
This is a perspective that combined with
the compliance officer’s in-depth knowl-
edge of the company itself can help
ensure that whatever course of action is
decided both benefits from the experi-
ence of others and is tailored to the spe-
cific company.  

Outside counsel needs to be careful,
however, in assuming that recommenda-
tions that worked for some clients will
work for all clients.  While there are gen-
eral principles that have wide applicabil-
ity, one should not overestimate how
critical it is to have a detailed knowledge
of how each company operates and a
deep understanding of that company’s
unique corporate culture.

Carr: As inside counsel we are often far
more attuned to practical emerging com-
pliance issues because we understand our
business culture and the industries in
which we operate.  Outside counsel are
most helpful when they provide real
world counseling and have a view into
what other firm clients are doing. Out-
side counsel are critical if a compliance
issue erupts into an internal investiga-
tion, response to governmental inquiries
or an actual dispute. They are least help-
ful when their emerging threat radar
raises irrelevant issues and when they
provide no guidance that is actionable in
the real world. 
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